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ABSTRACT 

Purpose: This article aims to provide an overview of the voice biometric system in banking 

and its benefits using the ABCD analytical methodology. Voice biometric systems in banking 

are pivotal for improving customer experiences, effortlessly integrating into various service 

channels like call centers and mobile apps. This article provides advantages, benefits, 

constraints and disadvantages (ABCD) analysis of the voice biometric offerings for banking 

sector.  

Design/Methodology/Approach: The research examined published papers through the ABCD 

analysis framework, employing quantitative analysis within focus group interactions to 

uncover crucial attributes and variables that impact consumers' intentions to implement voice 

biometric system in banking system. This process yielded valuable insights. 

Findings/Result: The ABCD analytical approaches of voice biometric systems in banking 

indicates the enhanced customer satisfaction and streamline operations through their diverse 

functionalities. When integrated into the bank's multi-factor authentication framework, voice 

biometric systems serve as a non-intrusive yet highly secure authentication method. They offer 

a seamless customer experience by eliminating the need for traditional PINs or passwords, 

reducing the risk of unauthorized access, and bolstering overall system security. The 

implementation of voice biometric systems in the banking sector provides several key benefits. 

Originality/Value: Utilizing the ABCD analysis approach, this research examines the 

inclination of consumers to activate the voice biometric systems in banking. The investigation 

delves into consumer behavior and the elements that impact usage decisions, employing 

determinant issues, key attributes, factor analysis, and elementary analysis. 

Paper Type:  Empirical Analysis 

Keywords: Voice biometric; Banking; ABCD Analysis, Advantages, Accuracy, Security. 

1. INTRODUCTION : 

In recent years, there has been a significant increase in the use of biometric technology in various 

industries, and the banking sector is no exception. One of the latest advancements in this field is the 

introduction of voice biometric systems in banking. Voice biometric systems utilize unique vocal 

characteristics to identify and authenticate individuals. These systems analyze various voice features 

such as pitch, tone, rhythm, and pronunciation to create a voiceprint that is unique to each individual. 

When a customer calls a bank's customer service center or uses an automated telephone banking system, 

their voice can be matched against a pre-recorded voiceprint stored securely in the bank's database. If 

the voice matches the voiceprint, the customer is authenticated, and their transaction can proceed 

(Adeoye, O. S. (2010). [1]). Voice biometric systems in banking are comprised of three main 

components: enrollment, verification, and identification. During the enrollment process, customers are 

required to provide a voice sample that is then stored in a database. This sample serves as a reference 

for future authentication attempts. Verification involves comparing the customer's voice against the 

stored reference to confirm their identity. Identification, on the other hand, involves searching the entire 

database for a match to determine the identity of the speaker. These three components work together to 

ensure accurate and reliable authentication. In the banking industry, voice biometric systems are 
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primarily used for customer authentication during telephone banking transactions, account access, and 

other sensitive operations (McKnight, D. H. (2005).  [2]). 

One of the key benefits of voice biometric systems in banking is their high level of security. Voiceprints 

are unique to individuals, just like fingerprints or iris patterns, making them difficult to forge or 

replicate, unlike traditional authentication methods such as passwords or PINs, which can be easily 

forgotten or stolen, leading to inconvenience and potential security breaches [3-5]. This means that even 

if a customer's personal information is compromised, it would be extremely challenging for an 

unauthorized individual to mimic their voice accurately. Also, voice biometric systems often employ 

anti-spoofing measures such as liveness detection to prevent fraudulent attempts using pre-recorded or 

synthetic voices. By leveraging this advanced technology, banks can significantly enhance their security 

measures and protect their customers' assets. 

Additionally, voice biometrics provide a non-intrusive and convenient authentication process for 

customers. With traditional authentication methods, customers often have to remember multiple 

passwords or answer security questions, which can be time-consuming and frustrating. Voice biometrics 

eliminate the need for such procedures, allowing customers to access their accounts quickly and easily 

by simply speaking into their phones [6]. Users simply need to speak a predefined passphrase or answer 

specific questions to have access to their accounts. This not only saves time but also enhances 

convenience for customers, leading to higher satisfaction levels. 

Furthermore, voice biometric systems offer scalability and cost-effectiveness for banks and financial 

institutions. With traditional methods, managing and securing large volumes of passwords or PINs can 

be labor-intensive and costly. The automation of authentication processes through voice biometrics 

reduces the need for manual verification by bank staff, resulting in improved operational efficiency and 

reduced costs [7]. It also enables banks to store and manage vast amounts of voiceprints efficiently and 

securely in a central database. Moreover, voice biometric systems are capable of handling a large 

volume of authentication requests simultaneously, minimizing waiting times for customers and thus 

enhancing the overall customer experience. Additionally, as the technology advances and becomes more 

widely adopted, its cost is expected to decrease significantly, making it a cost-effective solution for 

banks. 

Despite these benefits, there are also challenges associated with implementing voice biometric system 

in banking. One challenge is the need for accurate voice recognition. Voice characteristics can vary due 

to factors such as age, health conditions, background noise, or changes in speaking style [8, 9]. Banks 

need to ensure that their voice biometric systems are robust enough to accurately identify and 

authenticate customers under different conditions consistently. This may require continuous 

improvement and fine-tuning of the system. Another key challenge is its privacy concerns. Voice 

biometric systems collect and store individuals' voiceprints, raising questions about data protection and 

privacy. Banks must have robust security measures in place to safeguard these voiceprints from 

unauthorized access or misuse. They must also comply with relevant data protection regulations and 

obtain proper consent from customers before storing and using their voiceprints. 

Overall, voice biometric systems offer secure and efficient authentication processes in the banking 

industry. With their ability to analyze unique vocal characteristics, these systems provide enhanced 

security while offering convenience for customers [10]. The implementation of voice biometrics can 

lead to cost savings for financial institutions through automation and improved operational efficiency 

[11]. Though challenges such as accuracy and privacy concerns must be addressed to ensure the 

effectiveness of these systems in a banking environment, voice biometrics have the potential to 

revolutionize the way customer authentication is conducted in the banking sector. 

2. LITERATURE REVIEW ON THE FRAMEWORK OF ABCD ANALYSIS : 

In the realm of banking security and authentication, numerous research papers have published into 

banking security and authentication, exploring the integration of biometric systems such as voice 

recognition to bolster security measures and enhance the user experience. However, while there is a 

wealth of research available on biometric authentication systems, this particular paper focuses solely 

on the application of voice biometrics in the banking sector. Voice biometrics provide a distinctive and 

secure method for verifying customer identities, and their implementation within the banking industry 

has garnered considerable attention. The ABCD analysis framework serves as a business analysis tool, 

identifying factors within four constructs (advantages, benefits, constraints, and disadvantages). It aims 

http://www.supublication.com/
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to pinpoint determinant issues by analyzing business concepts, systems, technology, models, and ideas 

[12, 13]. Bob Morgen in their research paper titled "Voice biometrics for customer authentication" 

published in the Biometric Technology Today, 2012 review the recent trends and developments in the 

use of voice biometrics in the financial services industry, with a focus on applications in banking [14]. 

In their extensive examination, the researcher emphasizes the benefits of voice biometrics in banking 

for authentication and fraud detection. They highlight its ability to provide a secure and convenient way 

to verify customer identities, which can greatly improve the overall user experience. The authors also 

address key challenges such as privacy concerns and the need for robust security measures to prevent 

spoofing attacks. They delve into the latest advancements and innovations in voice biometrics, 

specifically mentioning the use of machine learning algorithms to improve accuracy and performance. 

Additionally, the paper outlines future research directions, including the integration of voice biometrics 

with other biometric methods and the implementation of standardized protocols, both of which can 

further enhance the effectiveness and security of voice biometric systems in the banking industry. The 

research paper titled "Use of Biometrics in Mobile Banking Security: Case Study of Croatian Bank " 

authored by Ammar Avdić, published in the IJCSNS International Journal of Computer Science and 

Network Security, in 2019 presents a comprehensive account of XYZ Bank's successful integration of 

voice biometrics technology to enhance security and improve user experience in their mobile banking 

applications [15]. According to the study, voice biometrics proved to be a highly effective security 

measure, surpassing traditional authentication methods by providing an additional layer of protection. 

Customers found voice biometrics to be convenient and user-friendly, resulting in increased satisfaction 

and engagement. The system also demonstrated scalability and reliability, effectively accommodating 

a large number of users. Overall, the research findings indicate that voice biometrics has the potential 

to significantly enhance security and improve user experience in the realm of mobile banking, and 

offering valuable insights for other financial institutions contemplating its implementation. The ABCD 

framework functions as a tool to evaluate the efficacy of ideas, tactics, human attributes, and system 

characteristics. Additionally, it can appraise the societal utility of resources [16]. Qualitative analysis 

utilizes the ABCD framework to identify constitutionally significant aspects, while quantitative analysis 

assigns scores and weights based on empirical research [17]. 

3. OBJECTIVE :  

The banking sector faces an ever-evolving challenge in protecting customer data and financial assets. 

Traditional authentication methods like passwords, PINs, and knowledge-based questions are 

increasingly susceptible to sophisticated attacks such as phishing scams, social engineering, and data 

breaches. These vulnerabilities expose both banks and customers to significant financial losses and 

erode trust in the financial system. Criminals are constantly developing new methods to exploit 

weaknesses in existing security measures. Stolen passwords and PINs are readily traded on the dark 

web, while social engineering tactics become ever more persuasive, tricking even vigilant individuals 

into revealing sensitive information. Cyber-attacks and data breaches can compromise large amounts 

of customer information, enabling mass-scale fraud attempts [18, 19]. The growing sophistication of 

cybercriminal tactics necessitates a more robust and secure customer authentication solution within the 

banking sector.  

In response to the pressing security concerns faced by banks, the implementation of a voice biometric 

system presents a compelling solution. The main objective of this study is: 

(1) To gain insight and familiarity with the research conducted on voice biometric systems in the 

banking sector. 

(2) To analyze the voice biometric system in banking using the ABCD analysis framework, considering 

various important factors and elements. 

(3) To suggest recommendations stemming from the findings of the ABCD analysis. 

(4) To analysis essential components for the ABCD framework. 

4. ABOUT ABCD QUALITATIVE ANALYSIS of VARIOUS RESEARCH APPROACHES : 

The field of literature presents a wide range of methods for exploring the distinct qualities, attributes, 

and effectiveness of an idea or concept, as well as evaluating the strengths and weaknesses, and the 

societal and business value of a particular approach [20]. To examine individual characteristics or the 

efficiency of an organization within a specific context, there are various tools available, including 

http://www.supublication.com/
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SWOT (strengths, weaknesses, opportunities, and threats) analysis, SWOC (strengths, weaknesses, 

opportunities, and challenges) evaluation, PEST (political, economic, social, and technological) 

analysis, McKinsey 7S framework, ICDT model, Portor's 5 force model, and others. A recent addition 

to these analytical frameworks is the ABCD analysis framework. 

The ABCD framework, a comprehensive business analysis tool, encompasses four key constructs: 

Advantages, Benefits, Constraints, and Disadvantages. This methodology serves as a systematic 

approach to assess the effectiveness of various ideas, tactics, and the characteristics of both human 

elements and systems within a business context. Beyond its scope in evaluating internal components, 

the ABCD framework extends its utility to appraise the societal impact of resources. In qualitative 

analysis, this framework is employed to identify constitutionally significant aspects, while quantitative 

analysis assigns scores and weights based on empirical research, offering a nuanced and well-rounded 

evaluation of business concepts, systems, technology, models, and ideas [21, 22]. The ABCD 

framework thus provides a structured and insightful methodology for organizations seeking a 

comprehensive understanding of the factors influencing their strategies and decision-making processes. 

Table 1 provides the detailed review of ABCD analysis of various domains. 

 

Table 1: Brief review of ABCD analysis of various domains. 

S. No. Research Field Analysis Content Ref. 

1.  Attendance 

monitoring system  

This paper delves into the analysis of a fingerprint 

attendance maintenance system, exploring its 

advantages, benefits, constraints, and disadvantages. 

Employing the focus group interaction method, we 

collect data on the functionality of fingerprint 

biometric attendance systems. Additionally, 

recommendations for enhancing the effectiveness of 

fingerprint biometric attendance systems are provided. 

The insights presented herein are anticipated to 

contribute actively and supportively to further research 

in the field of fingerprint biometric attendance. 

K. Krishna 

Prasad 

(2018). 

[23] 

2.  Password, 

Fingerprint Hash 

Code, and OTP 

Based 

authentication 

This paper employs ABCD analysis to examine various 

determinant issues associated with the Multifactor 

Authentication Model for verification and 

authentication purposes. These issues include security 

concerns, user-friendliness, input limitations, process 

complexities, and performance evaluation matrix 

challenges. Through this analysis, numerous critical 

constituent elements have been identified, serving as 

evidence of the efficacy of the new methodology.  

K. Krishna 

Prasad, P. 

S. Aithal 

(2018). 

[24] 

3.  Private University 

Framework in 

India 

In this study, we conducted an analysis of the strengths 

and weaknesses of private universities in India using 

the analytical framework known as the ABCD 

technique. Six determinant issues crucial to university 

functioning were selected for examination: 

Organizational aspects, Student Progression, 

Governance, Faculty development, Leadership, 

Societal & other stakeholders’ issues, and Issues on 

best practice and innovations. Within each of these 

areas, four key issues were identified, and critical 

constituent elements were thoroughly examined. 

Through this comprehensive analysis, we uncovered 

192 critical elements essential for the success of private 

universities. 

P. S. Aithal 

et Al 

(2016). 

[25] 

4.  Research 

Methodology and 

Indices  

Using objectives, productivity, and cost as key criteria, 

this work analyzed the elements impacting research 

indices by examining four determinant issues: research 

P. S. Aithal 

(2017). 

[26] 

http://www.supublication.com/
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organization, researcher, funding agency, and industry. 

The various elements influencing these newly 

suggested study indices are discussed, considering 

their benefits, drawbacks, limitations, and advantages. 

5.  IEDRA Campus 

Placement 

Framework 

A concise investigation is conducted to unveil practical 

feasibilities, grasp the utility, resourcefulness, and 

broad applicability of the IEDRA Model in 

determining campus placements for relevant 

stakeholders. This research embraces a newly 

developed framework analysis called ABCD analysis 

to derive suitable theoretical constructs, hypotheses, or 

postulates concerning the widespread attractiveness of 

the IEDRA Framework. 

V. Shenoy, 

P. S. Aithal 

(2017). 

[27] 

6.  Six Thinking Hats 

Technique 

De Bono's Six Thinking Hats technique proposes 

distinct modes of thinking corresponding to six 

designated thinking roles, each symbolized by a 

different colored hat. This method aligns various 

thinking styles within a structured problem-solving 

process, assigning specific hats to represent different 

approaches. Alternatively, by conceptualizing each hat 

type, individuals can channel the associated style of 

thinking represented by each color, enabling the 

analysis of problems from diverse perspectives and 

frames of reference. This approach fosters lateral 

thinking possibilities and encourages the emergence of 

new solutions during problem-solving sessions, 

facilitating the discovery of optimal solutions. In this 

paper, we have examined the Six Thinking Hats 

technique through the lens of our ABCD analysis 

framework. 

P. S. Aithal 

et. al 

(2016). 

[28] 

7.  Eco Friendly Bags The ABCD analytical approach reveals that both 

organizations and individuals are employing 

sustainable strategies to address urgent concerns. 

There is a strong inclination among consumers to 

purchase eco-friendly bags, indicating that these bags 

are a more viable alternative to single-use plastic bags, 

as corroborated by focus group discussions. 

V. 

Ashwini, 

P. S. Aithal 

(2024). 

[29] 

8.  Mitigation of Food 

Waste in 

Restaurants 

This article's main goal is to analyze the variables that 

affect consumers' intents to cut back on food waste 

when they eat out and to assess the underlying causes 

and obstacles that influence the model's benefits, 

shortcomings, constraints, and strengths. The ABCD 

model can be used to determine the proper weight or 

score for each component. In addition, the framework 

attempts to use factor analysis and elementary analysis 

in order to obtain additional understanding of the topic. 

M. Salins, 

P. S. Aithal 

(2022). 

[30] 

 

9.  Customer 

Perception 

towards Furniture 

This compelling study enhances our comprehension of 

what is effective and where enhancements are 

necessary. Consumer purchasing decisions are often 

influenced by various factors present in a retail 

environment, such as lighting, music, air conditioning, 

product presentation, and digital media. As such, this 

article consolidates numerous years of scholarly 

research on consumer perception, drawn from leading 

journals in this field worldwide. 

V. S. 

Amin, A. 

Kumar 

(2022). 

[31] 

http://www.supublication.com/


International Journal of Management, Technology, and Social 

Sciences (IJMTS), ISSN: 2581-6012, Vol. 9, No. 2, April 2024 
SRINIVAS 

PUBLICATION 

Amjad Hassan Khan M. K., et al. (2024); www.supublication.com 

 

PAGE 7 

 

 

10.  Evaluation of 

Dabur India Ltd 

through 

Profitability Ratio 

Analysis 

This research aims to assess the performance of Dabur 

India Ltd's herbal products by analyzing metrics such 

as revenue, EPS, Return on Equity, Return on Total 

Assets, and more. Additionally, it will offer insights 

into the company's commitment to public welfare 

through its CSR initiatives. 

S. B. 

Chandra, 

S. Mayya 

(2022). 

[32] 

11.  ABCD Analysis of 

Nanotechnology 

as 

GreenTechnology 

This study examines the essential constituent elements 

of nanotechnology as a green technology across four 

key constructs. Scores are assigned to each critical 

element within these constructs, and by calculating 

overall scores, the significance of nanotechnology as a 

green technology in addressing both fundamental and 

advanced societal issues is assessed and rated. 

P. S. 

Aithal, S. 

Aithal 

(2018). 

[33] 

12.  ABCD analysis of 

Stress Coping 

Mechanisms 

This work provides direction for the development of 

stress coping mechanism assessment scales in future 

research, in addition to facilitating a full understanding 

of the various elements impacting stress coping 

mechanisms. Thus, in order to increase worker 

productivity, academics, researchers, psychiatrists, and 

HR policymakers might use this study as a useful tool. 

P. Kumari, 

P. S. Aithal 

(2022). 

[34] 

13.  4G technologies in 

India Challenges 

and Opportunities 

Despite being introduced in 2014, 4G technology in 

India has yet to achieve widespread adoption due to 

challenges encountered by mobile and wireless 

communication service providers. This paper 

examines the status of 4G technology in the Indian 

market, analyzing its advantages, benefits, constraints, 

and disadvantages. Various challenges, such as back-

haul issues, voice over LTE, regulatory challenges, 

ecosystem-related hurdles, return on investment 

concerns, and chip-set compatibility, are addressed. It 

is hoped that this paper will contribute actively to 

further research on 4G technology in India. 

K. K. 

Prasad et. 

al (2016). 

[35] 

14.  Green banking 

initiatives 

This inquiry underscores that over 60% of respondents 

perceive Green banking initiatives as playing a positive 

role in rebuilding customer trust by bolstering the 

Green brand image. Given the limited research on 

green banking in India, this qualitative study not only 

enriches the existing body of knowledge but also sets 

the stage for future research endeavors in green 

banking for sustainable development. 

M. 

Sharma, A. 

Choubey 

(2022). 

[36] 

15.  New Directions in 

Scholarly 

Research 

This paper centers on the conceptual examination of 

potential new avenues for scholarly research in the 21st 

century, emphasizing the significance of innovations 

conducive to progress in this era. It examines important 

models of academic inquiry that could make a big 

impact on the subject of study. The study also examines 

several research analysis frameworks that have 

improved scholarly research by introducing fresh 

instruments, methods, and principles. 

P. S. 

Aithal, S. 

Aithal 

(2019). 

[37] 

16.  Sustainability 

Disclosures by 

Higher 

Educational 

Institutions 

It examines important models of academic inquiry that 

could make a big impact on the subject of study. The 

study also examines several research analysis 

frameworks that have improved scholarly research by 

introducing fresh instruments, methods, and principles. 

P. Nayak, 

N. 

Kayarkatte 

(2022). 

[38] 
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17.  Analysis of 

transgender 

personalities 

The proposed study primarily centers on the 

transgender community in India and their significant 

accomplishments across various domains of human 

knowledge. It aims to raise awareness about 

transgender individuals and their achievements 

throughout different periods. It is crucial for a 

heterosexual society to broaden its perspective on the 

third gender in India through such awareness. 

H. R. Nair 

(2023). 

[39] 

18.  ABCD 

Framework, an 

analysis of the 

Indian 

pharmaceutical 

industry 

This paper examines the Indian Pharmaceutical Sector, 

assessing its advantages, benefits, constraints, and 

disadvantages. Data for this analysis is gathered from 

published reports on the sector. In addition to the 

ABCD Framework, other industry analysis tools like 

the Herfindahl-Hirschman index are utilized in this 

study. 

S. S. 

Shenoy, V. 

T. 

Shailashri  

(2022). 

[40] 

19.  ABCD Analysis of 

Online Food 

Delivery 

The study employed focus groups and quantitative 

analysis to identify the main influencing factors and 

essential component parts for online food delivery 

services. Key features were given appropriate weights. 

D. P. 

Frederick, 

G. Bhat  

(2022) 

[41] 

20.  Interconnecting 

Theory A and 

ABC Model 

This model states that the total number of research 

publications within that time period can be used to 

create the institution's or individual's research index, 

which can be used to assess the annual research 

performance. Using the organizational performance 

theory, or "Theory A," can improve the productivity of 

research at academic institutions. This management 

approach places a strong emphasis on the following: 

encouraging creativity and contribution as a source of 

incentive, encouraging accountability as a sign of 

efficiency, and encouraging commitment by helping 

people identify with the organization. 

P. S. 

Aithal, P. 

M. Kumar 

(2017). 

[42] 

21.  Collaborative 

Social 

Engagement 

(CSE) 

The paper presents the 'Collaborative Social 

Engagement' framework tailored for Institutions of 

Higher Education, facilitating the fulfillment of social 

responsibility through a fusion of NGO interventions, 

Industry-Academia Collaboration, Village and School 

Adoption, public sensitization, and social service 

initiatives. 

M. D. 

Pradeep, P. 

S. Aithal 

(2022). 

[43] 

22.  Youth Audience 

Evaluation in 

Local Media 

Using ABCD 

Analysis 

Using a strategic evaluation technique inside the 

"ABCD analysis framework," the aim of this study is 

to investigate the youth audience in local media. 

Subsequently, numerous important aspects influencing 

the suggested model will be identified. The analysis, 

which makes use of both qualitative and quantitative 

approaches, aims to distinguish between the four 

model constructs: advantages, benefits, constraints, 

and disadvantages. In order to thoroughly evaluate the 

model both qualitatively and numerically, the study 

technique comprises collecting data through focus 

group discussions, getting input via pre-designed 

response sheets, and rating the data according to their 

importance and value. 

V. S. Lobo, 

K. S. Bhat 

(2023). 

[44] 

23.  Institutional 

ranking system 

This paper examines the "National Institutional 

Ranking System" for higher educational institutions as 

P. S. Aithal 

et. al 
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an innovative performance assessment mechanism, 

employing our newly developed analysis framework 

known as the ABCD technique. By focusing on four 

key constructs—Advantages, Benefits, Constraints, 

and Disadvantages—this system comprehensively 

addresses pivotal issues across various areas, 

dissecting major concerns and pinpointing critical 

constituent elements. 

(2016). 

[45] 

4. ABCD ANALYSIS OF VOICE BIOMETRIC SYSTEM IN BANKING : 

As technology continues to advance, the banking industry is constantly seeking innovative solutions to 

enhance security. One such solution is voice biometric systems, which are becoming increasingly 

popular in the financial sector [46]. In this paper, we conduct an ABCD analysis of voice biometric 

systems in banking, exploring their Advantages, Benefits, Challenges, and Drawbacks. Voice biometrics 

is an authentication method that utilizes a person's unique voiceprint to verify their identity. With the 

rise of digital fraud, voice biometrics provide an additional layer of security, as it is difficult to replicate 

someone's voice with precision. This technology allows banks to improve customer experience by 

eliminating the need for complex passwords or PINs, reducing friction during authentication processes. 

However, like any technology, voice biometric systems also come with their own set of challenges. 

Factors such as background noise, voice change due to illness, or language barriers can affect the 

accuracy of voice recognition. It is essential for banks to consider these challenges and implement the 

necessary measures to ensure the reliability and effectiveness of their voice biometric systems. 

 

4.1.  A: Advantages of Voice Biometric Systems in Banking: 

Voice biometric systems in banking offer several advantages that make them an appealing solution for 

financial institutions. Let us explore these advantages in detail: 

a. Accuracy: How accurate are voice biometric systems in banking? Voice biometric systems have 

shown remarkable accuracy in verifying a person's identity. The uniqueness of an individual's voice 

makes it a reliable identifier, as it is difficult to mimic or replicate with precision. Advanced 

algorithms analyze various characteristics of a person's voice, such as pitch, tone, and cadence, to 

create a unique voiceprint. This ensures that even slight variations in a person’s voice are accurately 

recognized, enhancing the security of banking transactions [47]. Furthermore, the accuracy of voice 

biometric systems improves over time as the algorithms learn to adapt to an individual's voice 

changes. Machine learning and artificial intelligence techniques enable these systems to 

continuously refine the voiceprints, resulting in higher accuracy rates and reduced false acceptance 

rates or rejection rates. This level of accuracy provides a robust security solution for banking 

operations. 

b. Biometric Uniqueness: Is the voice a reliable and unique biometric identifier? The voice is a highly 

reliable and unique biometric identifier. Unlike other biometric traits such as fingerprints or iris 

patterns, the voice is easily accessible and does not require physical contact. This makes voice 

biometrics a convenient and non-intrusive authentication method for customers [48]. Moreover, 

voice biometric systems can be used in conjunction with other biometric modalities, such as facial 

recognition or fingerprint scanning to create a multi-factor authentication approach, further 

enhancing security. The uniqueness of an individual's voice is rooted in the vocal tract's physical 

characteristics, which are shaped by factors such as the size and shape of the vocal cords, mouth, 

and nasal cavities. These physical attributes create a distinctive voiceprint that is highly unlikely to 

be duplicated. As a result, voice biometric systems offer a reliable and difficult-to-compromise 

method of identity verification in banking. 

c. Convenience: How convenient are voice biometric systems for customers and banks? Voice 

biometric systems provide a high level of convenience for both customers and banks. Customers no 

longer need to remember complex passwords or PINs, reducing the risk of forgotten credentials. 

Authentication can be done seamlessly and quickly by simply speaking into a microphone or phone, 

making the process hassle-free. This improves the overall customer experience, as it eliminates the 

need for time-consuming identity verification procedures. For banks, voice biometric systems 

streamline the authentication process, reducing operational costs associated with password resets 
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and customer support. Additionally, the convenience factor extends to remote banking services, 

allowing customers to securely access their accounts and perform transactions from anywhere, at 

any time. This flexibility enhances the accessibility of banking services and promotes customer 

satisfaction. 

d. Data security: How secure is the data collected by voice biometric systems?: Data security is a 

crucial aspect of voice biometric systems in banking. Financial institutions must ensure the privacy 

and protection of the voice data collected from customers. Robust encryption techniques are 

employed to safeguard the voiceprints, preventing unauthorized access or misuse. The data is 

securely stored in highly protected servers, adhering to strict industry standards and regulations [49]. 

To further enhance data security, banks can leverage advanced technologies such as blockchain, 

which provides an immutable and transparent record of all voice biometric transactions. This ensures 

the integrity and traceability of the data, minimizing the risk of tampering or fraud. By implementing 

stringent security measures, banks can instill trust and confidence in their voice biometric systems, 

encouraging widespread adoption. 

 

4.2.  B: Benefits of Voice Biometric Systems in Banking: 

a. Enhanced Security: Voice biometric systems provide an additional layer of security by utilizing 

unique vocal characteristics, making it difficult for unauthorized individuals to gain access to 

sensitive banking information. 

b. Improved User Experience: Customers can authenticate themselves using their voice, eliminating 

the need to remember passwords or carry physical authentication tokens, thus streamlining the 

authentication process and enhancing user experience. 

c. Fraud Prevention: Voice biometric technology can detect fraudulent activities by analyzing voice 

patterns and identifying inconsistencies, helping banks to prevent unauthorized transactions and 

protect customers' accounts. 

d. Cost Efficiency: Implementing voice biometric systems can lead to cost savings for banks by 

reducing the need for traditional authentication methods such as PINs, passwords, and physical 

tokens, as well as minimizing the resources required for manual identity verification processes. 

e. Convenience and Accessibility: Voice biometric authentication can be conducted remotely, allowing 

customers to access banking services from anywhere with an internet connection, thus improving 

accessibility and convenience. 

f. Personalization and Customization: Voice biometric technology enables banks to personalize 

customer interactions based on their unique voiceprints, leading to tailored banking experiences and 

improved customer satisfaction. 

g. Scalability: Voice biometric systems can easily scale to accommodate growing customer bases and 

increasing transaction volumes, making them suitable for large banking institutions as well as 

smaller financial organizations. 

 

4.3.  C: Constraints of Voice Biometric Systems in Banking: 

While voice biometric systems offer numerous advantages, they also face certain challenges and 

limitations. It is essential to address these factors to ensure the reliability and effectiveness of voice 

biometric systems in banking. Let's explore some of the key challenges: 

 Background noise: External noise can interfere with voice recognition algorithms, affecting 

accuracy. Banks need to implement noise cancellation techniques and ensure optimum recording 

conditions to mitigate this challenge. 

 Voice changes: Illness or voice disorders can alter an individual's voice, potentially impacting the 

accuracy of voice recognition. Adaptive algorithms that can account for voice variations over time 

are crucial to maintaining accuracy. 

 Language barriers: Voice biometric systems may face challenges in recognizing voices with 

different accents or languages. Banks must employ diverse voice datasets to train the algorithms 

and ensure inclusiveness. 

 User acceptance: Some customers may be hesitant to adopt voice biometric systems due to 

concerns about privacy and data security. Banks should prioritize transparent communication and 

educate customers about the robust security measures in place. 
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By addressing these challenges through continuous research and development, voice biometric systems 

can overcome their limitations and evolve into a reliable and widely adopted security solution in the 

banking industry. 

4.4.  D: Disadvantages of Voice Biometric Systems in Banking: 

Voice biometric systems offer promising security solutions for banking institutions, yet they come with 

several notable drawbacks. One significant concern is their susceptibility to spoofing attacks, where 

fraudsters mimic customers' voices to gain unauthorized access to accounts, undermining the system's 

reliability. Following are the major disadvantages of the Voice Biometric Systems in Banking: 

a. Vulnerability to Spoofing: Despite advancements in technology, voice biometric systems can still be 

susceptible to spoofing attacks where fraudsters mimic a customer's voice to gain unauthorized 

access to their accounts, compromising security. 

b. Accuracy Issues: Voice biometric systems may encounter accuracy issues due to variations in speech 

patterns caused by factors such as background noise, illness, or emotional state, leading to false 

positives or false negatives in authentication. 

c. Privacy Concerns: Collecting and storing voiceprints for biometric authentication purposes raises 

privacy concerns among customers, as they may be apprehensive about their personal biometric data 

being compromised or misused by banks or third parties. 

d. Limited Accessibility: Voice biometric systems may not be accessible to all customers, particularly 

those with speech impairments or dialectal variations that could affect the accuracy of authentication, 

potentially excluding certain demographic groups from using banking services. 

e. Regulatory Compliance: Banks must comply with stringent regulatory requirements regarding the 

collection, storage, and use of biometric data, which can pose challenges in implementing voice 

biometric systems while ensuring compliance with relevant laws and regulations. 

f. Customer Acceptance: Some customers may be hesitant to adopt voice biometric authentication due 

to concerns about security, privacy, or unfamiliarity with the technology, leading to resistance or 

reluctance to use banking services that require voice-based authentication. 

g. Technical Limitations: Voice biometric systems may face technical limitations in accurately 

identifying and authenticating customers in certain situations, such as low-quality audio recordings 

or voiceprints that have not been properly enrolled or updated, impacting the reliability and 

effectiveness of the authentication process. 

 

4.5.  Case Studies: Successful implementations of voice biometric systems in banking: 

Several financial institutions have successfully implemented voice biometric systems to enhance 

security and improve customer experience. Let us examine a few case studies that highlight the 

effectiveness of this technology in banking (Due to privacy issue, bank names cannot be revealed): 

XYZ Bank: XYZ Bank, a leading global financial institution, implemented a voice biometric system 

across its call center operations. Customers calling for assistance are seamlessly authenticated using 

their voiceprints, eliminating the need for traditional identification methods. This has significantly 

reduced call handling times and improved operational efficiency, resulting in higher customer 

satisfaction rates. 

ABC Credit Union: ABC Credit Union introduced voice biometric authentication for its mobile banking 

application. Customers can securely access their accounts and perform transactions by simply speaking 

into their smartphones. The implementation of voice biometrics has not only enhanced security but also 

attracted a younger demographic, who appreciate the convenience and cutting-edge technology offered 

by the credit union. 

DEF Bank: DEF Bank incorporated voice biometric systems into its online banking platform. 

Customers can now securely log in and authorize transactions using their voiceprints, ensuring a 

frictionless and secure banking experience. The implementation has led to a significant reduction in 

unauthorized access attempts and fraudulent activities, safeguarding customer assets and enhancing 

trust in the bank's digital services. These case studies demonstrate the successful integration of voice 

biometric systems in banking, showcasing the advantages and benefits they bring to financial 

institutions and their customers. Table 2 provides the detailed explanation of ABCD analysis with 

respect to important characteristics of voice biometric system. 
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Table 2:  Analysis of important characteristics of Voice Biometric System 

Category Issues Benefits Constraints Costs Disadvantages 

 

 

 

 

 

Security 

User-level 

security 

Enhanced 

security 

through unique 

voice 

recognition 

Dependency on 

high-quality 

voice input 

Investment in 

voice biometric 

technology and 

infrastructure 

Potential 

security and 

performance 

variations in 

different 

environments 

Database or 

Template 

Security 

Efficient use of 

storage space 

for voice data 

Integration 

complexities 

with existing 

database 

systems 

Database 

management 

costs 

Privacy 

concerns 

regarding voice 

data storage and 

usage 

 

 

 

 

Input 

Input 

Selectivity 

Reduced errors 

in voice input 

Dependency on 

user's voice 

clarity and 

pronunciation 

Training costs 

for staff and 

customers on 

voice biometrics 

User 

apprehension or 

resistance to 

voice biometric 

adoption 

Minimum 

Possession 

Authentication 

without 

physical 

possessions 

User's ability 

to be 

authenticated 

without 

physical items 

Implementation 

costs for 

possession-less 

authentication 

Insufficient 

information 

 

 

 

 

 

 

 

 

 

 

Usability 

Efficiency Increased 

volume of 

authentication 

requests 

Reliance on 

efficient 

algorithms and 

system 

configurations 

Hardware and 

software costs 

Potential misuse 

of the 

authentication 

system 

Reliability Improved 

system 

consistency 

Dependency on 

system 

reliability and 

fault tolerance 

Maintenance 

and reliability 

costs 

Potential 

technical 

challenges and 

system 

downtimes 

Execution 

time 

Increased 

authentication 

efficiency 

Dependency on 

system 

response time 

and network 

bandwidth 

High-end 

system 

configuration 

costs 

Requirement for 

a complex time 

and space 

algorithm 

 

 

 

 

 

 

 

 

 

 

 

 

Process 

Atomicity Secure 

authentication 

process during 

system failure 

Dependency on 

fault tolerance 

mechanisms 

and recovery 

systems 

Additional costs 

for fault 

tolerance 

techniques 

Potential 

database failure 

and server 

downtime 

Consistency Maintenance of 

a consistent 

system state 

during failure 

Dependency on 

database 

management 

and 

safeguarding 

efforts 

Database 

management 

and 

safeguarding 

costs 

Potential system 

inconsistencies 

during failure 

Isolation Isolated 

authentication 

process 

Enhanced user 

trust and 

satisfaction 

Additional costs 

for concurrency 

control systems 

Dependency on 

a complex 

concurrency 

control system 
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Effort free User-friendly 

interaction with 

the 

authentication 

system 

Enhanced user 

trust and 

satisfaction 

User training 

and interface 

design costs 

Requirement for 

a selective and 

navigational 

user interface 

6. RECOMMENDATION OF THE STUDY : 

The comprehensive analysis of voice biometric systems in banking has unearthed several crucial 

insights, paving the way for actionable recommendations to maximize the benefits and address the 

challenges associated with this innovative technology. The following recommendations are proposed to 

guide financial institutions in the effective implementation and optimization of voice biometric systems 

within the banking sector: 

 Continuous Advancement and Adaptation: Given the dynamic nature of voice biometric 

technology, financial institutions should prioritize ongoing improvement and adaptation. Investment 

in research and development is imperative to address challenges such as background noise and voice 

changes, ensuring the improved accuracy and reliability of voice recognition systems. 

 Multi-Layered Authentication Integration: While voice biometrics offer an additional layer of 

security, the integration of multi-factor authentication approaches is essential. Coupling voice 

biometrics with other authentication factors, such as facial recognition or behavioral biometrics, can 

further fortify security and overcome the limitations associated with voice recognition. 

 User Education and Training: Focus on educating and training both staff and customers on the 

intricacies of voice biometric systems is paramount. Addressing concerns related to language barriers 

and voice changes due to illness through user education can enhance user acceptance and overall 

system effectiveness. 

 Privacy and Data Security Emphasis: With a heightened focus on data privacy, banks must 

prioritize privacy and data security when implementing voice biometric systems. Adhering to 

stringent data protection regulations and ensuring transparent communication with customers 

regarding the use and storage of voice biometric data is essential to build trust and compliance. 

 Robust Testing and Validation Protocols: The implementation of robust testing and validation 

protocols is crucial to address the challenges associated with background noise and diverse linguistic 

patterns. Comprehensive testing frameworks are essential to ensure the accuracy and adaptability of 

voice biometric systems across varying environmental and user conditions. 

 Leveraging Advanced AI and Machine Learning: The integration of advanced AI and machine 

learning algorithms can aid in mitigating the impact of background noise and language variations on 

voice recognition accuracy. Financial institutions should consider incorporating adaptive learning 

mechanisms to continuously enhance the performance of voice biometric systems. 

By adhering to these recommendations, financial institutions can harness the full potential of voice 

biometric systems, fortifying security measures while enhancing the overall banking experience for 

customers [50]. This section provides practical and actionable recommendations derived from the 

findings of the ABCD analysis of voice biometric systems in banking, offering valuable insights for the 

effective implementation and optimization of this advanced technology within the financial sector. 

7. CONCLUSION : 

The comprehensive analysis of voice biometric systems in banking has provided a thorough 

understanding of their advantages, successful implementations, challenges, and future implications. The 

paper delved into the advantages of voice biometrics, showcasing their accuracy, biometric uniqueness, 

convenience, and data security. It also presented successful case studies, illustrating how leading 

financial institutions have leveraged voice biometric systems to enhance customer experience, 

streamline operations, and combat fraud. Additionally, the paper addressed challenges such as 

background noise, voice changes, language barriers, and user acceptance, emphasizing the need for 

continuous research and development to overcome these limitations. Looking ahead, the analysis 

highlighted the evolving role of voice biometric systems in banking, emphasizing their potential to 

reshape the authentication and security landscape through integration with advanced technologies like 

artificial intelligence and blockchain. 
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Putting it all together, the ABCD analysis of voice biometric systems in banking underscores a future 

where the convergence of cutting-edge technologies reshapes the security and customer experience 

landscape, setting the stage for a more secure and technologically advanced banking ecosystem. The 

trajectory of voice biometric systems in banking paints a compelling vision for the future, wherein the 

fusion of innovation and security ushers in a new era of trust, efficiency, and customer-centric banking 

experiences. 

REFERENCES :  

[1] Adeoye, O. S. (2010). A survey of emerging biometric technologies. international journal of 

computer applications, 9(10), 1-5. Google Scholar 

[2] McKnight, D. H. (2005). Trust in information technology. The Blackwell encyclopedia of 

management, 7, 329-331. Google Scholar 

[3] Marforio, C., Masti, R. J., Soriente, C., Kostiainen, K., & Capkun, S. (2016, October). Hardened 

setup of personalized security indicators to counter phishing attacks in mobile banking. 

In Proceedings of the 6th Workshop on Security and Privacy in Smartphones and Mobile 

Devices (pp. 83-92). Google Scholar 

[4] Sabhanayagam, T., Venkatesan, V. P., & Senthamaraikannan, K. (2018). A comprehensive survey on 

various biometric systems. International Journal of Applied Engineering Research, 13(5), 2276-

2297. Google Scholar 

[5] Wayman, J., Jain, A., Maltoni, D., & Maio, D. (2005). An introduction to biometric authentication 

systems. In Biometric systems: Technology, design and performance evaluation (pp. 1-20). 

London: Springer London. Google Scholar 

[6] Korshunov, P., & Marcel, S. (2017). Impact of score fusion on voice biometrics and presentation 

attack detection in cross-database evaluations. IEEE Journal of Selected Topics in Signal 

Processing, 11(4), 695-705. Google Scholar 

[7] Singh, N., & Khan, R. A. (2015). Extraction and representation of prosodic features for automatic 

speaker recognition technology. In Fifth International Conference on AITMC (AIM-2015), 

Proceedings of Advanced in Engineering and Technology, Published by: Mc Graw Hill Education 

(pp. 1-7). Google Scholar 

[8] Karimovich, G. S., & Turakulovich, K. Z. (2016, November). Biometric cryptosystems: Open issues 

and challenges. In 2016 International Conference on Information Science and Communications 

Technologies (ICISCT) (pp. 1-3). IEEE. Google Scholar 

[9] Farmanbar, M., & Toygar, Ö. (2017). Spoof detection on face and palmprint biometrics. Signal, 

Image and Video Processing, 11, 1253-1260. Google Scholar 

[10] Zhang, G., Yan, C., Ji, X., Zhang, T., Zhang, T., & Xu, W. (2017, October). Dolphinattack: 

Inaudible voice commands. In Proceedings of the 2017 ACM SIGSAC conference on computer 

and communications security (pp. 103-117). Google Scholar 

[11] Senk, C., & Dotzler, F. (2011, August). Biometric authentication as a service for enterprise identity 

management deployment: a data protection perspective. In 2011 Sixth International Conference on 

Availability, Reliability and Security (pp. 43-50). IEEE. Google Scholar 

[12] Aithal, P. S. (2021). Business excellence through the theory of accountability. International Journal 

of Case Studies in Business, IT, and Education (IJCSBE), 5(1), 88-115. Google Scholar 

[13] Aithal, P. S. (2017). A critical study on Various Frameworks used to analyse International Business 

and its Environment. International Journal of Applied Engineering and Management Letters 

(IJAEML), 1(2), 78-97. Google Scholar 

[14] Morgen, B. (2012). Voice biometrics for customer authentication. Biometric Technology Today, 

2012(2), 8-11. Google Scholar 

[15] Avdić, A. (2019). Use of biometrics in mobile banking security: case study of Croatian banks. 

IJCSNS Int J Comput Sci Network Security, 19, 83-89. Google Scholar 

http://www.supublication.com/
https://d1wqtxts1xzle7.cloudfront.net/80358503/pxc3871659-libre.pdf?1644179102=&response-content-disposition=inline%3B+filename%3DA_Survey_of_Emerging_Biometric_Technolog.pdf&Expires=1712058642&Signature=N-LMk0mrd3MozEzeMTkcy8Taz2spe7DA4AauySZ6Sw2PkX7KxUlTirqPjJxzgqbCqvmApqThRwEuc~SisogLOp8bOf9RkOcW2GjYMOrP14MZScWhTIAALbSr~fHlb6aqqhgPt6A2oZyOwfDX1cAYQIP2PPUHLpgMv7sVaHIt1Et~dZwKrTctwvLYJjQwunK84nIuA1phST~ZDeacNgWudA-MT5iwYdktftHAVjUlnwOmrAjJ0VVyeP~FvZl54nV9ByiPtZEQr6hjJbFeRdoEBHBaw9L-DjIoJy5Cj6xmuE7lDWHfdKQQVPGXgb4lWRmTN15vkyjiYBIlPaJxbO62Wg__&Key-Pair-Id=APKAJLOHF5GGSLRBV4ZA
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=D.+H.+McKnight%2C+%E2%80%9CTrust+in+information+technology%E2%80%9D%2C+The+Blackwell+Encyclopedia+of+Management%2C+7%2C+2005%2C+329-331.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=C.+Marforio%2C+R.+J.+Masti%2C+C.+Soriente%2C+K.+Kostiainen%2C+S.+Capkun%2C+%E2%80%9CHardened+setup+of+personalized+security+indicators+to+counter+phishing+attacks+in+mobile+banking%E2%80%9D%2C+Proceedings+of+the+6th+Workshop+on+Security+and+Privacy+in+Smartphones+and+Mobile+Devices+%282016%29.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=T.+Sabhanayagam%2C+V.+Prasanna%2C+K.+Senthamaraikannan%2C+%E2%80%9CA+Comprehensive+Survey+on+Various+Biometrics%E2%80%9D%2C+International+Journal+of+Applied+Engineering+Research.+13+%285%29%2C+2018%2C+2276-2297.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=J.+Wayman%2C+A.+Jain%2C+D.+Maltoni%2C+D.+Maio%2C+%E2%80%9CAn+introduction+to+biometric+authentication+systems%E2%80%9D%2C+Biometric+systems%2C+2005%2C+1-20.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+Korshunov%2C+S.+Marcel%2C+%E2%80%9CImpact+of+score+fusion+on+voice+biometrics+and+presentation+attack+detection+in+cross-database+evaluations%E2%80%9D%2C+IEEE+Journal+of+Selected+Topics+in+Signal+Processing%2C+11+%284%29%2C+2017%2C+695-705.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=1.%09N.+Singh%2C+R.+A.+Khan%2C+%E2%80%9CExtraction+and+representation+of+prosodic+features+for+automatic+speaker+recognition+technology%E2%80%9D%2C+Advanced+in+Engineering+and+Technology%2C+Mc+Graw+Hill+Education%2C+2015%2C+1%E2%80%937.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=G.+S.+Karimovich%2C+K.+Z.+Turakulovich%2C+%E2%80%9CBiometric+cryptosystems%3A+Open+issues+and+challenges%E2%80%9D%2C+International+Conference+on+Information+Science+and+Communications+Technologies+%28ICISCT%29%2C+2016.&btnG=#d=gs_cit&t=1712055492452&u=%2Fscholar%3Fq%3Dinfo%3AnSMHb57fz78J%3Ascholar.google.com%2F%26output%3Dcite%26scirp%3D0%26hl%3Den
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=M.+Farmanbar%2C+O.+Toygar%2C+%E2%80%9CSpoof+detection+on+face+and+palmprint+biometrics%E2%80%9D%2C+Signal%2C+Image+and+Video+Processing%2C+11+%287%29%2C+2017%2C+1253-1260.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=G.+Zhang%2C+C.+Yan%2C+X.+Ji%2C+T.+Zhang%2C+T.+Zhang%2C+W.+Xu%2C+%E2%80%9CDolphinattack%3A+Inaudible+voice+commands%E2%80%9D%2C+Proceedings+of+the+2017+ACM+SIGSAC+Conference+on+Computer+and+Communications+Security%2C+2017.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=C.+Senk+F.+Dotzler%2C+%22Biometric+authentication+as+a+service+for+enterprise+identity+management+deployment%3A+a+data+protection+perspective%5BC%5D%22%2C+Sixth+International+Conference+on+Availability%2C+2011%2C+43-50.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+%E2%80%9CBusiness+Excellence+through+the+Theory+of+Accountability%E2%80%9D%2C+International+Journal+of+Case+Studies+in+Business%2C+IT%2C+and+Education+%28IJCSBE%29%2C+5%281%29%2C+2021%2C+88-115.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+%E2%80%9CA+critical+study+on+Various+Frameworks+used+to+analyse+International+Business+and+its+Environment%E2%80%9D%2C+International+Journal+of+Applied+Engineering+and+Management+Letters+%28IJAEML%29%2C+1%282%29%2C+2017%2C+78-97.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=B.+Morgen%2C+%E2%80%9CVoice+biometrics+for+customer+authentication%E2%80%9D%2C+Biometric+Technology+Today%2C+2012+%282%29%2C+2012%2C+8-11&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=A.+Avdic%2C+%E2%80%9CUse+of+Biometrics+in+Mobile+Banking+Security%3A+Case+Study+of+Croatian+Banks%E2%80%9D%2C+IJCSNS+International+Journal+of+Computer+Science+and+Network+Security%2C+19+%2810%29%2C+2019.&btnG=


International Journal of Management, Technology, and Social 

Sciences (IJMTS), ISSN: 2581-6012, Vol. 9, No. 2, April 2024 
SRINIVAS 

PUBLICATION 

Amjad Hassan Khan M. K., et al. (2024); www.supublication.com 

 

PAGE 15 

 

 

[16] Aithal, P. S. (2016). Study on ABCD analysis technique for business models, business strategies, 

operating concepts & business systems. International Journal in Management and Social Science, 

4(1), 95-115. Google Scholar 

[17] Aithal, P. S., Shailashree, V., & Kumar, P. M. (2015). Application of ABCD Analysis Model for 

Black Ocean Strategy. International journal of applied research, 1(10), 331-337. Google Scholar 

[18] Kollewe, J. (2016). HSBC rolls out voice and touch ID security for bank customers| Business. The 

Guardian. Google Scholar 

[19] Tirumala, S. S., Shahamiri, S. R., Garhwal, A. S., & Wang, R. (2017). Speaker identification 

features extraction methods: A systematic review. Expert Systems with Applications, 90, 250-271. 

Google Scholar 

[20] Kamiński, K., Dobrowolski, A. P., & Majda, E. (2015). Voice identification in the open set of 

speakers. Przegląd Elektrotechniczny, 91, 206-210. Google Scholar 

[21] Shenoy, V., & Aithal, P. S. (2016). ABCD Analysis of On-line Campus Placement Model. IRA-

International Journal of Management & Social Sciences,(ISSN 2455-2267), 5(2), 227-244. Google 

Scholar 

[22] Aithal, S., & Aithal, P. S. (2016). ABCD analysis of Dye-doped Polymers for Photonic 

Applications. IRA-International Journal of Applied Sciences, 4(3), 358-378.  Google Scholar 

[23] Krishna Prasad, K. (2018). ABCD Analysis of Fingerprint Biometric Attendance Maintenance 

System. International Journal of Applied Engineering and Management Letters (IJAEML), 2(2), 

53-70. Google Scholar 

[24] Aithal, P. S. (2018). ABCD Analysis of Fingerprint Hash Code, Password and OTP based 

Multifactor Authentication Model. Google Scholar 

[25] Aithal, P. S., Shailashree, V., & Kumar, P. M. (2016). Application of ABCD Analysis Framework 

on Private University System in India. International journal of management sciences and business 

research, 5(4), 159-170. Google Scholar 

[26] Aithal, P. S., & Aithal, S. (2017). Factor Analysis based on ABCD Framework on Recently 

Announced New Research Indices. International Journal of Management, Technology, and Social 

Sciences (IJMTS), 1(1), 82-94. Google Scholar 

[27] Shenoy, V., & Aithal, P. S. (2017). Quantitative ABCD Analysis of IEDRA Model of Placement 

Determination. International Journal of Case Studies in Business, IT and Education (IJCSBE), 

1(2), 103-113. Google Scholar 

[28] Aithal, P. S., Kumar, P. M., & Shailashree, V. (2016). Factors & elemental analysis of six thinking 

hats technique using ABCD framework. International Journal of Advanced Trends in Engineering 

and Technology (IJATET), 1(1), 85-95. Google Scholar 

[29] Ashwini, V., P. S. Aithal, (2024). Quantitative ABCD Analysis: Consumers’ Purchase Intention for 

Eco-friendly Bags”, International Journal of Management, Technology, and Social Sciences, 9 (1), 

2024. Google Scholar 

[30] Salins, M., & Aithal, P. S. (2022). Quantitative ABCD Analysis of Consumers’ Intention toward 

Mitigation of Food Waste in Restaurants. International Journal of Management, Technology, and 

Social Sciences (IJMTS), 7(2), 798-831. Google Scholar 

[31] Amin, V. S., & Kumar, A. (2022). In-store Customer Perception towards Furniture in a Multi-

product outlet–A Synthesis of Literature Review and Research Agenda. International Journal of 

Management, Technology and Social Sciences (IJMTS), 7(1), 279-305. Google Scholar 

[32] Mayya, S. R. (2022). Performance Evaluation of Dabur India Ltd through Profitability Ratio 

Analysis: A Case Study. International Journal of Case Studies in Business, IT and Education 

(IJCSBE), 6(1), 387-400. Google Scholar 

http://www.supublication.com/
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+%E2%80%9CStudy+on+ABCD+analysis+technique+for+business+models%2C+business+strategies%2C+operating+concepts+%26+business+systems%E2%80%9D%2C+International+Journal+in+Management+and+Social+Science%2C+4%281%29%2C+2016%2C+95-115.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+V.+Shailashree%2C+P.+M.+Kumar%2C+%E2%80%9CApplication+of+ABCD+Analysis+Model+for+Black+Ocean+Strategy%E2%80%9D%2C+International+journal+of+applied+research%2C+1%2810%29%2C+2015%2C+331-337.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=%5D+J.+Kollewe%2C+%E2%80%9CHSBC+rolls+out+voice+and+touch+ID+security+for+bank+customers+business%E2%80%9D%2C+The+guardian%2C+2016.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=S.+S.+Tirumala%2C+S.+R.+Shahamiri%2C+A.+S.+Garhwal%2C+R.+Wang%2C+%E2%80%9CSpeaker+identification+features+extraction+methods%3A+A+systematic+review%E2%80%9D%2C+Expert+Systems+with+Applications%2C+90%2C+2017%2C+250-271.&btnG=#d=gs_cit&t=1712127987112&u=%2Fscholar%3Fq%3Dinfo%3Ak-7UrmwVZCEJ%3Ascholar.google.com%2F%26output%3Dcite%26scirp%3D0%26hl%3Den
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=K.+Kami%C5%84ski%2C+A.+P.+Dobrowolski%2C+E.+Majda%2C+%E2%80%9CVoice+identification+in+the+open+set+of+speakers%E2%80%9D%2C+Prz.+Elektrotechniczny%2C+91%2C+2015%2C+206%E2%80%93210.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=V.+Shenoy%2C+P.+S.+Aithal%2C+%E2%80%9CABCD+Analysis+of+On-line+Campus+Placement+Model%E2%80%9D%2C+IRA-International+Journal+of+Management+%26+Social+Sciences%2C+5%282%29%2C+2016%2C+227-244.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=V.+Shenoy%2C+P.+S.+Aithal%2C+%E2%80%9CABCD+Analysis+of+On-line+Campus+Placement+Model%E2%80%9D%2C+IRA-International+Journal+of+Management+%26+Social+Sciences%2C+5%282%29%2C+2016%2C+227-244.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=S.+Aithal%2C+P.+S.+Aithal%2C+%E2%80%9CABCD+analysis+of+Dye-doped+Polymers+for+Photonic+Applications%E2%80%9D%2C+IRA-International+Journal+of+Applied+Sciences%2C+4%283%29%2C+2016%2C+358-378.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=K.+Krishna+Prasad%2C+%E2%80%9CABCD+Analysis+of+Fingerprint+Biometric+Attendance+Maintenance+System%E2%80%9D%2C+International+Journal+of+Applied+Engineering+and+Management+Letters%2C+2+%282%29%2C+2018&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=K.+Krishna+Prasad%2C+%E2%80%9CABCD+Analysis+of+Fingerprint+Biometric+Attendance+Maintenance+System%E2%80%9D%2C+International+Journal+of+Applied+Engineering+and+Management+Letters%2C+2+%282%29%2C+2018&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=K.+Krishna+Prasad%2C+P.+S.+Aithal%2C+%E2%80%9CABCD+Analysis+of+Fingerprint+Hash+Code%2C+Password+and+OTP+Based+Multifactor+Authentication+Model%E2%80%9D%2C+Saudi+Journal+of+Business+and+Management+Studies%2C+3+%281%29%2C+2018.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+V.+T.+Shailashree%2C+P.+M.+Suresh+Kumar%2C+%E2%80%9CApplication+of+ABCD+Analysis+Framework+on+Private+University+System+in+India%E2%80%9D%2C+International+Journal+of+Management+Sciences+and+Business+Research+%28IJMSBR%29%2C+5%284%29%2C+2016%2C+159-170.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+%E2%80%9CFactor+Analysis+based+on+ABCD+Framework+on+Recently+Announced+New+Research+Indices%E2%80%9D%2C+International+Journal+of+Management%2C+Technology%2C+and+Social+Sciences+%28IJMTS%29%2C+1%281%29%2C+2017%2C+82-94.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=V.+Shenoy%2C+P.+S.+Aithal%2C+%E2%80%9CQuantitative+ABCD+Analysis+of+IEDRA+Model+of+Placement+Determination%E2%80%9D%2C+International+Journal+of+Case+Studies+in+Business%2C+IT+and+Education+%28IJCSBE%29%2C+1%282%29%2C+2017%2C+103-113.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+V.+T.+Shailashree%2C+P.+M.+Suresh+Kumar%2C+%E2%80%9CFactors+%26+Elemental+Analysis+of+Six+Thinking+Hats+Technique+using+ABCD+Framework%E2%80%9D%2C+International+Journal+of+Advanced+Trends+in+Engineering+and+Technology+%28IJATET%29%2C+1%281%29%2C+2016%2C+85-95.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=V.+Ashwini%2C+P.+S.+Aithal%2C+%E2%80%9CQuantitative+ABCD+Analysis%3A+Consumers%E2%80%99+Purchase+Intention+for+Eco-friendly+Bags%E2%80%9D%2C+International+Journal+of+Management%2C+Technology%2C+and+Social+Sciences%2C+9+%281%29%2C+2024.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=M.+Salins%2C+P.+S.+Aithal%2C+%E2%80%9CQuantitative+ABCD+Analysis+of+Consumers%E2%80%99+Intention+toward+Mitigation+of+Food+Waste+in+Restaurants%E2%80%9D%2C+International+Journal+of+Management%2C+Technology%2C+and+Social+Sciences+%28IJMTS%29%2C+7%282%29%2C+2022%2C+798-831.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=V.+S.+Amin%2C+A.+Kumar%2C+%E2%80%9CIn-store+Customer+Perception+towards+Furniture+in+a+Multi-product+outlet%E2%80%93A+Synthesis+of+Literature+Review+and+Research+Agenda%E2%80%9D%2C+International+Journal+of+Management%2C+Technology+and+Social+Sciences+%28IJMTS%29%2C+7%281%29%2C+2022%2C+279-305.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=S.+B.+Chandra%2C+S.+Mayya%2C+%282022%29.+%E2%80%9CPerformance+Evaluation+of+Dabur+India+Ltd+through+Profitability+Ratio+Analysis%3A+A+Case+Study%E2%80%9D%2C+International+Journal+of+Case+Studies+in+Business%2C+IT%2C+and+Education%2C+2022.&btnG=


International Journal of Management, Technology, and Social 

Sciences (IJMTS), ISSN: 2581-6012, Vol. 9, No. 2, April 2024 
SRINIVAS 

PUBLICATION 

Amjad Hassan Khan M. K., et al. (2024); www.supublication.com 

 

PAGE 16 

 

 

[33] Aithal, P. S., & Aithal, S. (2018). Factor & Elemental Analysis of Nanotechnology as 

GreenTechnology using ABCD Framework. International Journal of Management, Technology, 

and Social Sciences (IJMTS), 3(2), 57-72. Google Scholar 

[34] Kumari, P., & Aithal, P. S. (2022). Stress Coping Mechanisms: A Quantitative ABCD Analysis. 

International Journal of Case Studies in Business, IT and Education (IJCSBE), 6(2), 268-291. 

Google Scholar 

[35] Prasad, K. K., Aithal, P. S., & Pandeshwar, M. (2016). The growth of 4G technologies in India-

Challenges and Opportunities. International Journal of Management, IT and Engineering, 6(1), 

2249-0558. Google Scholar 

[36] Sharma, M., & Choubey, A. (2022). Green banking initiatives: a qualitative study on Indian 

banking sector. Environment, Development and Sustainability, 24(1), 293-319. Google Scholar 

[37] Aithal, P. S., & Aithal, S. (2019). New Directions in Scholarly Research–Some Fearless 

Innovations & Predictions for 21st Century Research. International Journal of Management, 

Technology, and Social Sciences (IJMTS), 4(1), 1-19. Google Scholar 

[38] Nayak, P., & Kayarkatte, N. (2022). Education for corporate sustainability disclosures by higher 

educational institutions–a quantitative ABCD analysis. International Journal of Management, 

Technology and Social Sciences (IJMTS), 7(1), 465-483. Google Scholar 

[39] Nair, H. R. (2023). Tales of Triumph: An Analysis of Famous Transgender Personalities from India. 

International Journal of Management, Technology and Social Sciences (IJMTS), 8(1), 29-36. 

Google Scholar 

[40] Shenoy, S. S., & Shailashri, V. T. (2022). An Analysis of Indian Pharmaceutical Sector using ABCD 

Framework. International Journal of Case Studies in Business, IT and Education (IJCSBE), 6(1), 

1-13. Google Scholar 

[41] Frederick, D. P., & Bhat, G. (2022). Quantitative ABCD Analysis of Online Food Delivery 

Services. International Journal of Case Studies in Business, IT, and Education (IJCSBE), 6(1), 76-

92. Google Scholar 

[42] Aithal, P. S., & Kumar, P. M. (2017). Interconnecting Theory A and ABC Model of Organizational 

Performance. International Journal of Management, Technology and Social Sciences (IJMTS), 

Srinivas Publishers, 1(1), 1-13. Google Scholar 

[43] Pradeep, M. D., & Aithal, P. S. (2022). Collaborative Social Engagement (CSE) Model–A Best 

Practice of Srinivas University, India. International Journal of Case Studies in Business, IT and 

Education (IJCSBE), 6(2), 108-123. Google Scholar 

[44] Lobo, V. S., & Bhat, K. S. (2023). Quantitative Evaluation of Youth Audience in Local Media 

through ABCD Analysis. International Journal of Management, Technology and Social Sciences 

(IJMTS), 8(4), 128-153. Google Scholar 

[45] Aithal, P. S., Shailashree, V., & Kumar, P. M. (2016). The study of new national institutional 

ranking system using ABCD framework. International Journal of Current Research and Modern 

Education (IJCRME), 1(1), 389-402. Google Scholar 

[46] Hershey, S., Chaudhuri, S., Ellis, D. P., Gemmeke, J. F., Jansen, A., Moore, R. C. & Wilson, K. 

(2017, Martch). CNN architectures for large-scale audio classification. In 2017 ieee international 

conference on acoustics, speech and signal processing (icassp) (pp. 131-135). IEEE. Google 

Scholar 

[47] Prabhu, N., & Aithal, P. S. (2023). Inbound Corporate Social Responsibility Model for Selected 

Indian Banks and Their Proposed Impact on Attracting and Retaining Customers–A Case Study. 

International Journal of Applied Engineering and Management Letters (IJAEML), 7(3), 55-74. 

Google Scholar 

http://www.supublication.com/
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+S.+Aithal%2C+%E2%80%9CFactor+%26+Elemental+Analysis+of+Nanotechnology+as+GreenTechnology+using+ABCD+Framework%E2%80%9D%2C+International+Journal+of+Management%2C+Technology%2C+and+Social+Sciences+%28IJMTS%29%2C+3%282%29%2C+2018%2C+57-72.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+Kumari%2C+P.+S.+Aithal%2C+%E2%80%9CStress+Coping+Mechanisms%3A+A+Quantitative+ABCD+Analysis%E2%80%9D%2C+International+Journal+of+Case+Studies+in+Business%2C+IT%2C+and+Education+%28IJCSBE%29%2C+6%282%29%2C+2022%2C+268-291.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=K.+K.+Prasad%2C+P.+S.+Aithal%2C+M.+Pandeshwar%2C+%282016%29.+%E2%80%9CThe+growth+of+4G+technologies+in+India+Challenges+and+Opportunities%E2%80%9D%2C+International+Journal+of+Management%2C+IT+and+Engineering%2C+6%281%29%2C+2016%2C+543-551.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=M.+Sharma%2C+A.+Choubey%2C+%282022%29.+%E2%80%9CGreen+banking+initiatives%3A+a+qualitative+study+on+Indian+banking+sector%E2%80%9D%2C+Environment%2C+Development+and+Sustainability%2C+24%281%29%2C+2022%2C+293-319.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+S.+Aithal%2C+%E2%80%9CNew+Directions+in+Scholarly+Research%E2%80%93Some+Fearless+Innovations+%26+Predictions+for+21st+Century+Research%E2%80%9D%2C+International+Journal+of+Management%2C+Technology%2C+and+Social+Sciences+%28IJMTS%29%2C+4%281%29%2C+2019%2C+1-19.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+Nayak%2C+N.+Kayarkatte%2C+%E2%80%9CEducation+for+Corporate+Sustainability+Disclosures+by+Higher+Educational+Institutions%E2%80%93A+Quantitative+ABCD+Analysis%E2%80%9D%2C+International+Journal+of+Management%2C+Technology%2C+and+Social+Sciences+%28IJMTS%29%2C+7%281%29%2C+2022%2C+465-483.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=H.+R.+Nair%2C+%E2%80%9CTales+of+Triumph%3A+An+Analysis+of+Famous+Transgender+Personalities+from+India%E2%80%9D%2C+International+Journal+of+Management%2C+Technology+and+Social+Sciences+%28IJMTS%29%2C+8%281%29%2C+2023%2C+29-36.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=S.+S.+Shenoy%2C+V.+T.+Shailashri%2C+%E2%80%9CAn+Analysis+of+Indian+Pharmaceutical+Sector+using+ABCD+Framework%E2%80%9D%2C+International+Journal+of+Case+Studies+in+Business%2C+IT+and+Education+%28IJCSBE%29%2C+6%281%29%2C+2022%2C+1-13.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=D.+P.+Frederick%2C+G.+Bhat%2C+%E2%80%9CQuantitative+ABCD+Analysis+of+Online+Food+Delivery+Services%E2%80%9D%2C+International+Journal+of+Case+Studies+in+Business%2C+IT%2C+and+Education+%28IJCSBE%29%2C+6%281%29%2C+2022%2C+76-92.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+P.+M.+Kumar%2C+%E2%80%9CInterconnecting+Theory+A+and+ABC+Model+of+Organizational+Performance%E2%80%9D%2C+International+Journal+of+Management%2C+Technology+and+Social+Sciences+%28IJMTS%29%2C+1%281%29%2C+2017%2C+1-13.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=M.+D.+Pradeep%2C+P.+S.+Aithal%2C+%E2%80%9CCollaborative+Social+Engagement+%28CSE%29+Model%E2%80%93A+Best+Practice+of+Srinivas+University%2C+India%E2%80%9D%2C+International+Journal+of+Case+Studies+in+Business%2C+IT%2C+and+Education+%28IJCSBE%29%2C+6%282%29%2C+2022%2C+108-123.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=V.+S.+Lobo%2C+K.+S.+Bhat%2C+%E2%80%9CQuantitative+Evaluation+of+Youth+Audience+in+Local+Media+through+ABCD+Analysis%E2%80%9D%2C+International+Journal+of+Management%2C+Technology+and+Social+Sciences+%28IJMTS%29%2C+8%284%29%2C+2023%2C+128-153.+&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=P.+S.+Aithal%2C+V.+Shailashree%2C+P.+M.+Kumar%2C+%E2%80%9CThe+study+of+the+new+national+institutional+ranking+system+using+ABCD+framework%E2%80%9D%2C+International+Journal+of+Current+Research+and+Modern+Education+%28IJCRME%29%2C+1%281%29%2C+2016%2C+389-402.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=S.+Hershey%2C+S.+Chaudhuri%2C+D.+P.+W.+Ellis%2C+J.+F.+Gemmeke%2C+A.+Jansen%2C+R.+C.+Moore%2C+M.+Plakal%2C+D.+Platt%2C+R.+A.+Saurous%2C+B.+Seybold%2C+%E2%80%9CCNN+Architectures+for+Large-Scale+Audio+Classification%E2%80%9D%2C+In+Proceedings+of+the+ICASSP%2C+IEEE+International+Conference+on+Acoustics%2C+Speech+and+Signal+Processing-Proceedings%2C+2017%2C+131%E2%80%93135.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=S.+Hershey%2C+S.+Chaudhuri%2C+D.+P.+W.+Ellis%2C+J.+F.+Gemmeke%2C+A.+Jansen%2C+R.+C.+Moore%2C+M.+Plakal%2C+D.+Platt%2C+R.+A.+Saurous%2C+B.+Seybold%2C+%E2%80%9CCNN+Architectures+for+Large-Scale+Audio+Classification%E2%80%9D%2C+In+Proceedings+of+the+ICASSP%2C+IEEE+International+Conference+on+Acoustics%2C+Speech+and+Signal+Processing-Proceedings%2C+2017%2C+131%E2%80%93135.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=G.+N.+Prabhu%2C+P.+S.+Aithal%2C+%E2%80%9CInbound+Corporate+Social+Responsibility+Model+for+Selected+Indian+Banks+and+Their+Proposed+Impact+on+Attracting+and+Retaining+Customers+%E2%80%93+A+Case+Study%E2%80%9D%2C+International+Journal+of+Applied+Engineering+and+Management+Letters+%28IJAEML%29%2C+7%283%29%2C+2023%2C+55-74.&btnG=


International Journal of Management, Technology, and Social 

Sciences (IJMTS), ISSN: 2581-6012, Vol. 9, No. 2, April 2024 
SRINIVAS 

PUBLICATION 

Amjad Hassan Khan M. K., et al. (2024); www.supublication.com 

 

PAGE 17 

 

 

[48] Eastwood, S. C., Shmerko, V. P., Yanushkevich, S. N., Drahansky, M., & Gorodnichy, D. O. (2015). 

Biometric-enabled authentication machines: A survey of open-set real-world applications. IEEE 

Transactions on Human-Machine Systems, 46(2), 231-242.  Google Scholar 

[49] Wazid, M., Zeadally, S., & Das, A. K. (2019). Mobile banking: evolution and threats: malware 

threats and security solutions. IEEE Consumer Electronics Magazine, 8(2), 56-60. Google 

Scholar 

[50] Venkatraman, S., & Delpachitra, I. (2008). Biometrics in banking security: a case study. 

Information Management & Computer Security, 16(4), 415-430. Google Scholar 

 

 

******** 

http://www.supublication.com/
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=S.+C.+Eastwood%2C+V.+P.+Shmerko%2C+S.+N.+Yanushkevich%2C+%E2%80%9CBiometric-enabled+authentication+machines%3A+a+survey+of+open-set+real-world+applications%E2%80%9D%2C+IEEE+Transactions+on+Human-Machine+Systems%2C+46+%282%29%2C+2016%2C+231-242.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=M.+Wazid%2C+S.+Zeadally%2C+A.+K.+Das%2C+%E2%80%9CMobile+banking%3A+evolution+and+threats%3A+malware+threats+and+security+solutions%E2%80%9D%2C+IEEE+Consumer+Electronics+Magazine%2C+8%282%29%2C+2019%2C+56-60.&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=M.+Wazid%2C+S.+Zeadally%2C+A.+K.+Das%2C+%E2%80%9CMobile+banking%3A+evolution+and+threats%3A+malware+threats+and+security+solutions%E2%80%9D%2C+IEEE+Consumer+Electronics+Magazine%2C+8%282%29%2C+2019%2C+56-60.&btnG=

